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În atenţia domnului Mario Ovidiu OPREA, Secretar General

Subiect:  avizarea  propunerii  legislative  privind  evidenţa  şi  administrarea  infrastructurii
digitale  publice,  precum  şi  pentru  crearea  Platformei

(b607/2025).
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'  ` I      Urmare  a  adresei  dumneavoastră  nr.  6572/24.11.2025,  înregistrată în  cadrul  Autorităţii

Naţionale   pentru   Administrare   şi   Reglementare  în   Comunicaţii   (în   continuare,   AMCOW  sau
Aufo//.fafe)  cu  nr.  SC-26096/28.11.2025,  prin  care  ne transmiteţi  propunerea  legislativă  privind
evidenţa  şi  administrarea  infrastructurii  digitale  publice,  precum  şi  pentru  crearea  Platformei
naţionale a  infrastructurii  digitale publice,

În  temeiul  art.  2  alin.  (1),  art.  4  alin.  (3),  art.  5  [it:.  b),  10  alin.  (1)  pct.  7  din  Ordonanţa

de  urgenţă  a  Guvernului  nr.  22/2009  privind înfiinţarea Autorităţii  Naţionale  pentru Administrare

Şi Reglementare în Comunicaţii, aprobată prin Legea nr.  113/2010, cu modificările şi completările
ulterioare, vă transmitem următoarele observaţii:

Obiectul  normei,  astfel  cum  este  formulat în  art.  1  alin.  (2)  din  propunerea  legislativă,
respectiv crearea, operaţionalizarea şi administrarea Platformei naţionale a infrastructurii digitale

publice  (fwţof)  ca  instrument  unic  de  evidenţă,  coordonare  şi  supraveghere  a  infrastructurii
digitale  publice,  este,  în  opinia  noastră,  susceptibil  de  a  genera  ambiguitate în  interpretarea  şi
aplicarea   sa.   Astfel,   estimăm   că   utilizarea   sintagmei  ,,s4/pr?vegAerea  /.n#asfrz/cţur/./.  c//9/'fa/e

p4/b//.cd', în lipsei unei definiţii conceptuale explicite, este de natură să tangenţieze fie cu regimul
comunicaţiilor electronice (instituit prin  Ordonanţa  de urgenţă  a  Guvernului  nr.111/2011  prMnd

comunicaţiile  electronice,  aprobată,  cu   modificări  şi  completări,   prin  Legea  nr.   140/2012,  cu
modificările şi comp]etările u[terioare, în ceea ce priveşte furnizarea reţelele publice de comunicaţii
electronice sau serviciile de comunicaţii electronice destinate  publicului,  respectiv relaţia furnizor
- utilizator final), fie cu  normele privind securitatea  cibernetică  (regimul  NIS2L, care instituie, în

principiu, măsuri ,,adecvafe Ş/.propo4/.ona/e c47 //.sczi/, premisă care nu se regăseşte în obligaţiile
impuse  la  punctul  1  al Anexei  1  din  propunerea  legislativă  (,,Aufgnf}.#care cv do/. racfor/. rw+1/

pentru toţi utilizatoril' , „Configurarea obligatorie a SPF, DKIM şi DMARC (politica „reject"J' , cf±impf=
fixe  de  backup/restore,  etc.).  Nu în  ultimul  rând,  parte  din  cerinţe]e  individua[izate în  cuprinsul
Anexei  1 şi 2 (utilizarea formatelor deschise:  CSV, XML, JSON, ODF fără criptare, implementarea

1  0rdonanţă  de  Urgenţă  a  Guvernului  nr.  155/2024  privind  instituirea  unui  cadru  peritru  securitatea  cibernetică  a

retelelor si sistemelor lnformatice din spaţiul  cibemetic naţional civil,  aprobată,  cu modificări şi completări,  prin  Legea

nr:  140/2.012, act care transpune Directiva  (UE) 2022/2555 a  Parlamentum  European şi a Corisiliului din  14 decembrie
2022 privind măsuri pent" un nivel comun ridicat de securitate cibemetică în Uniune, de modificare a Regulamentului

(UE)  nr. 910/2014 şi a  Directivei  (UE)  2018/1972 şi de abrogare a  Directivei  (UE) 2016/1148 (Directiva  NIS 2).
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infrastructurilor  digitale  publice  în  Cloudul   Guvernamental   sau  în   centre  de  date  certificate,

procesarea datelor de contact ale responsabilului digital al entităţii publice, administratorul tehnic,
altul decât responsabilul digital, dacă este cazul) pot intra în conflict şi cu regimul eprivacy2, dacă
vor  conduce  la  „vederea" meta-datelor comunicaţiilor sau  identificarea  utilizatorilor finali.  Avem
în vedere faptul că o conformare cu obligaţiile nou instituite în cele două anexe poate genera  un
conflict  de  aplicare  cu  dispoziţiile  art.  4  alin.  (2)  sau  ale  art.  5  alin.  (1)  din  Legea  506/20043,

întrucât  se  pot  accesa  meta-date  de  comunicare  (volum,  timpi,  surse/destinaţii   la  nivel   de
infrastructură)   sau   informaţii   private   („cine   comunică'',   ,,cât  comunică'),   în   contradicţie   cu
condiţiile  specifice  de  garantare  a  dreptului  la  protecţia  vieţii  private în  sectorul  comunicaţiilor

electronice,  prin  care  se  interzice  supravegherea/prelucrarea  comunicaţiilor  şi  datelor de  trafic
fără consimţământ/temei sau, dacă vorbim de date de trafic, prelucrarea datelor de trafic limitată,
în principal de furnizori, şi în sco'pur.i strict determinate.

ma,s,r,Î:ăp':::fâatp:rgereczej:t.e#:sâ;a::ztâ::sirî:'cc:|E"!D:esnă,rium:::Îeos,as::i:eeti:şr,:::es.er:,ur:th:::
nepotrivită tehnologic).

Faţă  de  cele  expuse  mai  sus,  apreciem  că  se  impune  reformularea  textului  propunerii
legislative,  astfel  încât  să  se  instituie  în  mod  explicit  faptul  că:  „5L(f7ravegAenea  /.nflasfrucft/r/./.
digitale publice se  rea/izează  exclusiv pe baza  infiormaţiilor administrative declarate de entităţile

publice, faăară acces la sistemele infiormatice, la traficul de date, la conţinutul comunicaţiilor sau la
dafe/e cu caracferpeffona/. "Cumulativ,  se impune modificarea  punctului  1  al Anexei  nr.1  din

propunerea  legislativă,  în  ceea  ce  priveşte  obligaţiile  referitoare  la  ,,Aufgnf/.#cj7re au c/o/ ficfor/.
(MFA)   pentni   toţi   utilizatoril'   ş!^   „Configurarea   obligatorie  a   SPF,   DKIM   şi   DMARC  (politica
«/e/.ecf»/';  în   sensu]   impunerii   acestora   doar   pentru   protejarea   resurselor   digitale   publice
considerate ca fiind de importanţă majoră.

În ceea ce priveşte corelarea propunerii legislative cu Legea nr. 242/2022 privind schimbul
de date între sisteme informatice şi crearea  Platformei naţionale de interoperabilitate, cu care se
află în conexiune, apreciem că există un risc semnificativ ca prin dispoziţiile propuse să fie depăşit

principiul  instituit  prin  Regulamentul  (UE)  2018/1724  al  Parlamentu]ui  European  şi  al  Consiliului
din 2 octombrie 2018 privind înfiinţarea unui unic portal digital  (gateway) pentru a oferi acces la
informaţii,  la  proceduri  şi  la  servicii  de asistenţă  şi  de soluţionare a  problemelor şi  de  modificare
a  Regulamentului (UE) nr.  1024/2012,  referit:or la unicitatea sursei de acces la informaţii.

Avem  în  vedere  faptul  că,   potrivit  art.   2  lit.   e)  din  propunerea   legislativă,   PNIDP  se
integrează în cloud-ul guvernamental şi în Platforma naţională de interoperabilitate (PNI) ,,p€nfriv
a fiacilita schimbul de date între sisteme infiormaticd' . A:N^Fmd^m vedi=re defiirii|!+a res;urseh!hor d)gihaile,
de la  art.  3  Iit.  h)  din  propunerea  legislativă,  şi  cea  a  sistemului  informatic,  de  la  art.  1  lit.  a  din

Convenţia de la  Budapesta  privind criminalitatea  informatică4,  PNIDP apare că operează  la  nivel
de guvernanţă  internă a infrastructurii digitale, în timp ce PNI,  instituit prin Legea  nr.  242/2022,

priveşte accesul  extern  al  utilizatorilor la  informaţii şi  proceduri.  Însă,  dispoziţiile art.  22 alin.  (1)
din   propunerea   legislativă,   în   măsura  în   care   permit  punerea   la   dispoziţia   cetăţenilor  sau
diseminarea   datelor  gestionate   prin   PNIDP,   impun   o   corelare  expresă   cu   regimul  juridic  al
interoperabilităţii stabilit de  Legea  nr.  242/2022.  În  lipsa  unei delimitări exprese a  destinatarilor

şi  a  scopului  punerii   [a  dispoziţie  a  datelor,  art.  22  alin.   (1)  din  propunerea  legislativă  este

2  Regim  instituit  prin  Legea  506/2004  privind  prelucrarea  datelor  cu  caracter  personal  şi  protecţia  vieţil  private  în

sectorul comunicaţiilor electronlce, cu modificările şi completările ulterioare.
3  idem
4 ,Âistem inforrnatic înseamnă orice dispozitiv sau un grup de dispozitive interconectate sau core/ate, dintre
care unul sau mai multe, în urma unui program, efectuează prelucrarea automată a datelor."
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susceptibil să fie interpretat în sensul conferirii PNIDP a unei funcţii de acces sau diseminare către
terţi, cu potenţială suprapunere faţă de rolul PNl ca mecanism unic pentru schimbul de date între
sisteme informatice.

Pe  de  altă  parte,  aceeaşi  dispoziţie  este  susceptibilă  să  genereze  obligaţii  de  raportare
redundantă în  sarcina  autorităţilor publice,  prin  solicitarea  unor date  care sunt deja  disponibile
sau   pot  fi   obţinute   prin   Platforma   Naţională   de   lnteroperabilitate,   cu   afectarea   principiului
colectării  unice  a  datelor  (once-only),  consacrat  de  Regulamentul  (UE)  2018/1724  şi  pus  în
aplicare la  nivel  naţional  prin  art.  9  din  Legea  nr.  242/2022.

În acest context, se impune o corelare normativă expresă, care să precizeze că (i)  PNIDP
nu constituie un punct de acces sau un mecanism de tip gateway pentru cetăţeni sau alte categorii
de  utilizatori,  rolul  său fiind  limitat la  evidenţa şi  guvernanţa  internă  a  resurselor digitale  publice

şi că  (ii) datele gestionate prin  PNIDP nu fac obiectul  unor obligaţii suplimentare de raportare în
măsura în care sunt deja disponibile prin Platforma  Naţională de lnteroperabilitate.

În  ceea  ce priveşte obiectivul  reutilizării soffl^/are-ului  finanţat din fonduri  publice,  stabilit

prin  art.  1  alin.  (4)  din  propunerea  legislativă,  acesta  apare  că  surclasează  principiul  reutilizării
soluţiilor  informatice  consacrat  de  art.   5  alin.   (1)   lit.  a)  din   Legea  nr.  242/2022,  precum  şi
mecanismele de interoperabi[itate instituite prin art.  3  [it. f), art.  9 Şi art.11  din aceeaşi  lege.  În
lipsa   unei   corelări   exprese,   există   riscu[   instituirii   unor  regimuri   parale]e   privind   reutilizarea

software-ului  public,  aspect  ce  contravine  art.  14  alin.  (2)  sau  art.  16  alin.  (1)  din  Legea  nr.
24/2000 prMnd  normele de tehnică legislativă pentru  elaborarea actelor normative, republicată,
cu  modificările şi  completările ulterioare.

Totodată,   în   opinia   noastră,   ar   prezenta   utilitate   o   analiză   de   specialitate   privind
eventualele  conexiuni  legislative  cu  Hotărârea  Guvernului  nr.  841/1995  privind  procedurile  de
transmitere fără p[ată şi de va]orificare a  bunurilor aparţinând  instituţiilor publice,  cu  modificările
u[terioare, sau  cu  Legea  nr,  15/1994 privind  amortizarea  capitalului  imobi]izat in active corporale

si   necorporale,   republicată,   cu   modificările   şi   completările   ulterioare,   în   ceea   ce   priveşte

procedurile  de  scoatere  din  gestiune  a  bunurilor  care  nu  mai  pot  fi  utilizate  sau  amor[izarea
bunuri[or din patrimoniul  unei  instituţii.

Din perspectiva tehnicii legislative, apreciem necesară o simplificare a definiţiei prevăzute
la  art.  3  lit.  a)  din  propunerea  legis[ativă,  întrucât  reia  şi  amestecă  elemente  care  fac  obiectul
noţiunii de ,,resurse digitale publice", definită distinct la art. 3 lit. h) din proiect, generând confuzie
cu  privire la sfera şi semnificaţia  noţiunii reglementate.  În acest sens,  propunem, spre eficienţă,
următorul text pentru  definirea infrastructurii digitale ,,fofa/r.fafea /e54//Ţe/or d/9/.fa/e 44tb//.ce ş/. a
site-urilor,  portalurilor,  bazelor  de  date,  echipamentelor  hardware  şi  proiectelor  infiormatice
utilizate de entităţile publice pentru furnizarea de servicii publice digitale;".

În  ceea  ce  priveşte  norma  instituită  prin  art.  4  alin.  (3)  din  propunerea  legislativă,  care
stabileşte o cooperare a  DNSC cu ADR şi  STS în gestionarea  riscuri[or cibernetice, în condiţii[e
legii,  apreciem  faptul  că  această  reglementare  trebuie  corelată  cu  art.  37  alin.  (1)  lit.  a)  din
Ordonanţa  de urgenţă a Guvernului  nr.  155/2024 care stabileşte,  pe de o parte, faptul că  DNSC
se consultă şi cooperează cu ANCOM, în vederea asigurării unui nivel comun ridicat de securitate
cibernetică   la   nivel   naţional,   iar   pe   de   alt:ă   parte   faptul   că   ANCOM   reprezintă   autoritatea
competentă   sect:orial   în   domeniul   securităţii   cibernetice,   potrivit  prevederi]or   ordonanţei   de
urgenţă  în   cauză,   pentru   sectorul   „8.   Jn/7ajifriwcfura-  c//b/.fa/au".   Prin   urmare,   apreciem   utilă
integrarea  noilor dispoziţii în  ansamblul  legis[aţiei  existente  re[evante,  prin  utilizarea  unei  norme

de trimitere.



În  ceea  ce  priveşte  atribuţia  ADR  prevăzută  la  art.  5  lit.  c)  din  propunerea  legislativă,
apreciem  utilă dezvo[tarea  conceptuală  a ac[ivităţii  de audit a  datelor pe care ADR o va  realiza,
nefiind precizat în te)ft nici scopul acestui audit şi nici obiectivul său (ce tip de date vor fi supuse
auditului  ADR),   astfiel  încât  eventualele  implicaţfi  să   poată  fi   prevăzute  şi   analizate  În   mod
corespunzător.

De  asemenea,  semnalăm  faptul  că  dispoziţiile art.  7  din  propunerea  legislativă  instituie,

prin alin. (1) şi (3), ob]igaţia de înregistrare în PNIDP a tuturor resurselor digitale publice deţinute,
uti]izate şi administrate în temen de 6 luni de la data intrării în vigoare sub sancţiunea interzicerii
utilkării  la  expirarea temenului.  Analiza  acestor prevederi, în  mod  coroborat cu  dispoziţiile art.
21  alin.  (1y din  proiect,  precum şi dispoziţiile pct.  4.  "C/o4/dş/ /nfiastr!/afi!/n7' din cadrul Anexei
16,  relief€ază existenţa  unui  risc major din perspectiva  implementării  acestor măsuri  generat de
complexitatea  infrastructurilor  digitale  publice  existente în  cadrul  autorităţilor  publice  care  vor
tiebui  relocate  în  aoudul  Guvernamental,  precum  şi  de  consumul  semnificativ  de  resurse,
inc[usiv   financiar,   determinat   de   realizarea   tuturor   operaţiunilor   necesare   pentm   reluarea
activită9i   acestor  jnfrastructuri   şi,   eventual,   pentru   plata   serviciilor  către   centrele   de   date
certificate (acolo unde este cazul).

Propunerea  ANCOM   este  de  a   elimina   caracterul   absolut  al   obligaţiei  de  înregistrare

prevăzută  ki  art.  7  alin.  (1),  prin înlăturarea  termenului  #oate",  astfel încât obligaţia  să  vizeze
exclusiv acele resurse digitale pubHce a căror interoperabilitate sau difuzare, în condiţiile legii, nu
este  de  natură  să  afiecteze  exercitarea  atribuţii[or entităţHor  publice  implicate,  prin  periclitarea
secretului comercial,  a datelor confidenţiale sau a datelor cu caracter personal.

Se observă,  de asemenea,  că  dispoziţiile art.  7 alin.  (4)  din  proiect instituie o interdicţie

pri\/ind achiziţia Droiecte[or diciitale Dublice7 neîiînregistrate în  PNIDP, ^m timp ce art.  7 alin.  (1) din
acelaşi act stabHeşte obligaţia de înregistrare exclusiv a resurselor diaitale Dublice,  noţiunHe fiind
definite  distinct  la  art.  3  Iit.  e)  (avem în  vedere  referinţa  la  noţiunea  de  inftastructură  diciitală

p!±b!isă) şi  lit.  h) din  propunerea  legislativă. Această dif€renţă  de obiect al  reglementăm  pare să
conducă  la  o lipsă  de corelare între ipoteza  nomei şi  consecinţa juridică  instituffi, în  măsura îm
care  se  condiţionează  achiziţia  unui  proiect  de  îndepHnirea  unei  obligaţri  de  înregistrare  care,

potrivit definiţiilor legale, vizează o categorie dift3rită de obiecte.  0 asemenea fomuLare este de
natură să  creeze incertitudine cu pri\/ire la sftra de aplicare a  nomei, fiind  necesară  clarificarea
te)dului, în acord cu cerinţele art. 36 aHn.  (1) din  Legea nr.  24/2000.

Se  apreciază,  de  asemenea,  necesară  integrarea  dispoziţiilor  art.  8  alin.  (1)  Ht.  a)  din

propunerea legislativă în ansamblul  legislaţiei îm vigoare, în conformitate cu art.  13 din Legea nr.
24#000,  prin  reconsiderarea  noţiunii  de „obfe p«A#lri?', în  corelare  cu  defin"a  informaţiilor de
interes public prevăzută la art. 2 lit. b) din Legea nr. 544#001 pri\/ind liberul acces la informaţiile
de interes public, cu  modificările şi completă"e ulterioare.

În  acest  sens,  putem   exemplifica  situaţia  ANCOM  care  administrează,  în  exercitarea
atribuţiilor  lor  legale,   resurse   digitale   utilizate  în   acti\/itatea   de   reglementare,   reprezentare

5   ,,Ioate  resursele  digitale  publice  înscrise  în  PNIDP  trebuie  să  respecte  standardele  tehnice  minime

prevăzute în anexa nr. 1".
6  "Infrastructuri/e  digita/e  publice  se  implementează  în  Cloudul  Guvernamenta/  sau  în  centre  de  date

certificate"
7  Care  sunt  definibe,  potrivit  art.  3  lm  e)  dln  propunere,  ca  fiind  orice  "h@Gfift4ă ob  cnganş  o(=zinaffiang,

exlindere sau  modernizare  a  infrastructurii  diqitale  Dublice  utilizate  pentru  furnizarea  de servicii  publice
digitale, finanţată din fonduri ale bugetului de stat sau fionduri europene, indiferent de cuantumul acestora
şi de mecanismul de cDfinanţard' .
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instituţională  internaţională  sau  soluţionare  a  litigiilor înt:re  furnizorii  de  reţele  şi/sau  servicii  de

comunicaţii electronice8, iar dezvăluirea publică a existenţei sau a scopului acestor resurse poate
aduce   atingere   exercitării    atribuţiilor   legale,    prin    afectarea    regimuri[or   juridice   aplicabi[e
confidenţialităţii,  secretului  comercial  ori  protecţiei  datelor cu caracter personal.

În consecinţă, se impune circumstanţierea datelor supuse regimului prevăzut la art. 8 alin.

(1)  lit:.  a)  la  ace]e  date  aferente  resurselor  digitale  pub[ice  care  privesc  activităţile  autorităţilor

publice sau rezultă din acestea şi a căror diseminare nu este de natură să compromită principiile
confidenţialităţii,  secretului  comercial ori  protecţiei  datelor cu  caracter personal.

Cu  privire la  conţinutul  datelor aferente  resursei  digitale pub]ice ce  urmează  a fi înscrise
în  registrul  specializat prevăzut la  art:.  10  din  proiectul  normativ,  se observă  că solicitarea  de  la
alin.  (1)  lit:.  e),  respectiv  consemnarea  dovezii juridice  a  ,,de,f/.ne»./. sa4/ a dHepf«/z//. c/e  uf7./xzare,
c/4/pau caz';  precum  şi  dispoziţiile  alin.  (2),  necesită  o  clarificare suplimentară.  În  acest sens,  se
are în vedere faptul că, în cazul anumitor licenţe software sau ap]icaţii, deţinerea sau dreptul de
utilizare  nu  presupun  un  titlu juridic  distinct,  utilizarea  acestora  fiind  permisă  prin  simplu[  acces

la  condiţiile  de  licenţiere  sau  la  aplicaţia  respectivă.  În  lipsa  unei  precizări  corespunzătoare  (a
ceea ce poate fi calificat drept dovada ].uridică), norma poate genera dificultăţi de aplicare, contrar
cerinţelor de claritate şi previzibilitate prevăzute ]a art.  36 alin.  (1) din Legea  nr. 24/2000.

În  ceea  ce  priveşte  dispoziţiile  art.  16  alin.  (3)  din  propunerea  legislativă,  se  apreciază
necesară  evitarea  unui  paralelism  normativ şi  asigurarea  corelării  cu  regimul juridic al  raportării
incidentelor de securitate  cibernetică,  astfel  cum  este  reglementat la  art.  15-16  din  ordonanţa
de  urgenţă  a  Guvernului  nr.   155/2024.  În  acest  sens,  se  propune  utilizarea  unei  norme  de
trimitere, în  conformitate cu art.  16 din  Legea  nr.  24/2000, în vederea stabilirii  cadrului aplicabil
raportării incident:elor de securitate cibernetică.

Nu  în  ultimul  rând,  se  observă  că  anumite  dispoziţii  ale  propunerii  legislative,  respectiv

cele  cuprinse  la  art.  17  alin.  (4),  art.  20  alin.  (1),  art.  21  alin.  (1),  precum  şi  art.  25  alin.  (1)  şi

(3),  sunt  de  natură  să  afecteze  exercitarea  atribuţiilor  de  reglementare  ale ANCOM,  autoritate
publică  autonomă  cu  personalitate juridică,  aflată  sub  control  parlamentar9.  În  măsura  în  care
aceste   dispoziţii   instituie   obligaţii   sau   mecanisme   susceptibile   de   a   influenţa   exercitarea

competenţelor legale ale Autorităţii, ele pot fi apreciate ca reprezentând o ingerinţă în autonomia
decizională,   organizatorică  şj  funcţională  a  acesteia,  contrar  dispoziţiilor  art.   1  alin.   (1î)   din
Ordonanţa de urgenţă  a Guvernului  nr.  111/2011  privind comunicaţiile electronice,  aprobată,  cu

modificări  şi  completări,  prin  Legea  nr.  140/2012,  cu  modificările  şi  comp]etările  u[terioare.  În
acest context, se impune reconsiderarea textelor menţionate, în vederea asigurării  conformităţii
cu statutul de independenţă al ANCOM. În acest sens,  propunem  următoarele:

a)   completarea textului art.  1 alin. (5) în sensul excluderii din sfera subiectului propunerii
legislative  acele  entităţi  publice  ale  căror  atribuţii  ar  fi  afectate  de  aplicarea  noilor
m;rme:.  „Prezenta  lege  se  aplică  autorităţilor şi  instituţiilor  publice  centrale  şi  locale

precum   şi   entităţi/or   aflate   în   subordinea,   în   administrarea,   sub   autoritatea,
coordonarea  sau  controlul  acestora,  cu  excepţia  situaţiilor  în  care,   potrivit  unor

8  Potrivit art.  3  din Ordonanţa de urgenţă a  Guvernului  nr.  22/2009  privind înfiinţarea Autorităţii  Naţionale

pentru Administrare şi  Reglementare în Comunicaţii, aprobată  prin  Legea  nr.  113/2010,  cu modificările şi
completările ulterioare.
9  Ar[.  1  alin.  (1)  din  Ordonanţa  de  urgenţă  a  Guvernului  nr.  111/2011  privind  comunicaţiile  electronice,

aprobată, cu  modificări şi  completări,  prin  Legea  nr.  140/2012,  cu modificările şi completări]e u]terioare.
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dispoziţii   legale   speciale,   aplicarea   prezentei   legi   ar   aduce   atingere   exercitării
atribuţiilor legale conferite acestora."

b)   comp[etarea textu[ui art.  1 alin,  (7) în sensul excluderii din sfera obiectului propunerii
legislative  a  acelor  resurse  digitale  publice  care  pot  afecta  exercitarea  atribuţj.ilor
leqîihe:.   „Prezenta  lege  nu  se  aplică  sistemelor  infiormatice  şi  de  comunicaţii  care
vehiculează informaţii clasificate, potrivit legii, precum şi acelor resurse digitale publice
care sunt utilizate exclusiv pentnJ exercitarea unor atribuţii legale a căror natură este
incompatibilă cu obiectivul prezentei legi prevăzut la alin. (4)."

Cu stimă,

Va[eriu' Ştefan ZGONEA
-`__  .
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